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ACTA DE REGISTRO DE CONTROLES DE SEGURIDAD TI


Chiclayo , 03 de Octubre del  2019

Recibí del área de Soporte de Sistemas y  seguridad de Información de la empresa SERVICIOS DIGITALES S.A.C el presente documento en el cual se hace constar que las personas que firmen este cargo de responsabilidad están sujetos al cuidado en hardware y software de su pc y/o periféricos asociados a las mismas, de la cual me hago responsable de forma conjunta con la agencia a la cual pertenezco, por cualquier tipo de transacción o actividad anómala que se realice en el sistema para el cual me están brindando el acceso. Las cuales pertenecen a la empresa SERVICIOS DIGITALES S.A.C. a su vez quedando conformes con las últimas revisiones de controles de seguridad y cheklist  impartidos por el área de seguridad de telefónica y ejecutados por el área de TI de la empresa SERVICIOS DIGITALES S.A.C.  
A continuación se detalla los controles aplicado por agencia

Estación
Control 01
Control 02
Control 03
Control 04
Control 05
Control 06
Control 07
Control 08
Control 09
Firma & Huella
Modulo-PV 05
OK
OK
OK
OK
OK
OK
OK
OK
OK
 
Modulo-PV 06
OK
OK
OK
OK
OK
OK
OK
OK
OK
 
Modulo-PV 07
OK
OK
OK
OK
OK
OK
OK
OK
OK
 
Modulo-PV 08
OK
OK
OK
OK
OK
OK
OK
OK
OK
 

Modulo-PV 09
OK
OK
OK
OK
OK
OK
OK
OK
OK
 
Modulo-PV 10
OK
OK
OK
OK
OK
OK
OK
OK
OK

Caja 1
OK
OK
OK
OK
OK
Omitido por J-Teller
OK
OK
OK

Caja 2
OK
OK
OK
OK
OK
Omitido por J-Teller
OK
OK
OK
 
Gestion de tickets
OK
OK
OK
OK
OK
OK
OK
OK
OK

PC LIBRE PV
OK
OK
OK
OK
OK
OK
OK
OK
OK
 

























SEGURIDAD CORPORATIVA
Especialista de Soporte:
Cristian Isique







Hora Inicio:

Hora llegada Ag.

Hora Fin Atenc. Ag.

Hora Inicio Atención Usuario

Hora Termino Atención Usuario:


Observaciones (Si es Pendiente): _________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________
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	Control 01
	Direcciones ip estáticas  DHCP deshabilitado\ la red no se utiliza con conexión wifi.

	Control 02
	Los S.O de las estaciones de trabajo deben de contar con los últimos parches de actualizaciones de seguridad.

	Control 03
	Accesos restringidos a cuentas de correo no corporativas, genéricas y /o gratuitas.

	Control 04
	Las estaciones deben de contar con un antivirus licenciado debiendo con las últimas actualizaciones proporcionadas por el fabricante.

	Control 05
	Todas las estaciones de trabajo deben de contar con un mensaje de acceso solo a personal autorizado a la hora de validar al usuario.

	Control 06
	No está permitido el uso del perfil de Administrador Local.

	Control 07
	No está permitido el uso de "carpetas compartidas" con acceso a "todos", solo se debe compartir con los usuarios que soliciten el acceso.

	Control 08
	deshabilitar el acceso a puertos USB/LECTOR/GRABADOR,ETC

	Control 09
	Revisión de checklist centauro / software encontrar telefónica.





Leyenda de controles aplicados


Por medio de la presente confirmamos que el área de soporte técnico y seguridad de la información de la empresa servicios digitales s.a.c., realizo las verificaciones de controles de seguridad en la estación de trabajo. El usuario se hace responsable de la cuenta de forma conjunta con la agencia a la cual pertenece, por cualquier tipo de transacción o actividad anómala que se realice en el sistema para la cual se le brinda el acceso.
De acuerdo a lo establecido en la Política de Uso y Asignación de Equipos:
Este equipo se asigna para uso exclusivamente laboral.
No está permitido almacenar contenidos e instalar software que no respeten los derechos de propiedad, así como desinstalar software en el equipo sin la respectiva autorización de la Dirección  de Sistemas.
En supuestos de pérdida, robo, daño o deterioro, el trabajador reconoce y autoriza a SERVICIOS DIGITALES S.A.C. a descontar de su remuneración mensual, liquidación de beneficios sociales y/o cualquier otro concepto económico que tenga pendiente de abono, el monto correspondiente al costo de reposición del Equipo Informático.
Importante: Las estaciones de trabajo no deben de tener instalado en ningún momento software no permitido, tales como: Programas de acceso remoto, etc.
Se realiza verificación en estaciones configuradas.
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FIRMAColaborador
Jefe de Tienda
Soporte TI SD
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